|  |  |  |  |
| --- | --- | --- | --- |
| №  | Описание компонента Услуги | Значение/Количество | Комментарий |
| 1 | Защита от DDoS | **L3/L4** | L7 не требуется |
| 2 | Гарантированная доступность защищаемого ресурса от DDoS-атак, не менее | **99,50%** | простой не более 3 ч. 36 мин. в месяц |
| 3 | Количество защищаемых IP-адресов, включенных в абонентский платеж | **10 шт.** |  Должна быть предусмотрена возможность поэтапного расширения защищаемых адресов до /24 маски |
| 6 | Ширина канала связи | **500 Мбит/с** | Должна быть предусмотрена возможность расширения канала связи при необходимости |
| 8 | Отказоустойчивый DNS10 (до 10 доменных зон) | 0 шт. |  |
| 9 | Отказоустойчивый DNS100 (от 11 до 100 доменных зон) | 0 шт. |  |
| 13 | Фильтрация трафика по геозонам | Не требуется |  |

|  |
| --- |
| Условия защищенного от DDoS-атак доступа в Интернет («Clean Pipe»): |
| ·        Под нужды заказчика резервируется свободная подсеть /24 целиком (256 адресов) |
| ·        Для заказчика устанавливается L3/L4-фильтрация для ресурсов анонсируемых в составе выделенной сети /24. |
| ·        L7-фильтрация включается по запросу заказчика для конкретного ресурса, анонсируемого в составе /24, и на стоимость услуги это не влияет. |
| ·        Весь трафик, определяемый рамками предоставленной подсети /24, тарифицируется по тарифам услуги «Защита от DDoS-атак»  |