Приложение №4 к Извещению

**СОГЛАШЕНИЕ**

**о конфиденциальности и неразглашении информации**

г. Москва «\_\_» \_\_\_\_\_\_\_ 20\_\_

**«Азиатско-Тихоокеанский Банк» (Акционерное общество)**, именуемый в дальнейшем «Сторона 1», в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, действующего на основании\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, с одной стороны, и \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_, именуемый в дальнейшем «Сторона 2», в лице \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ , действующего на основании \_\_\_\_\_\_\_\_\_\_, с другой стороны, совместно именуемые «Стороны», а по отдельности «Сторона» и (или) в зависимости от контекста «Передающая Сторона» или «Принимающая Сторона», заключили настоящее Соглашение о нижеследующем:

1. **ТЕРМИНЫ И ОПРЕДЕЛЕНИЯ**

1.1. **«Аффилированное лицо»** (в отношении любой из Сторон) – физические и юридические лица, способные оказывать влияние на деятельность юридических и (или) физических лиц, осуществляющих предпринимательскую деятельность.

1.2. «**Информация»** – связанные с планируемым или фактическим сотрудничеством Сторон сведения о лицах, предметах, фактах, событиях, действиях, явлениях и процессах независимо от формы и способа их представления.

1.3. **«Принимающая Сторона»** - Сторона, получающая информацию или доступ к информации от Передающей Стороны в порядке и на условиях, предусмотренных настоящим Соглашением.

1.4. **«Передающая Сторона»** – Сторона, являющаяся собственником либо владельцем информации и предоставляющая информацию Принимающей Стороне для использования в соответствии с настоящим Соглашением.

1.5. **«Конфиденциальность информации»** – обязательное для выполнения лицом, получившим доступ к определенной информации, требование не передавать такую информацию третьим лицам без согласия ее обладателя.

1.6. **«Конфиденциальная информация»** - информация, доступ к которой ограничен в соответствии с законодательством Российской Федерации и внутренними нормативными документами Передающей Стороны, а также информация, имеющая действительную или потенциальную коммерческую ценность и в отношении которой Передающей Стороной приняты разумные меры для соблюдения конфиденциальности, в том числе путем введения в установленном законом порядке соответствующего режима ее обработки и определения грифа конфиденциальности, либо в сопроводительной документации, теле документа, носителя информации, электронном сообщении имеется ссылка на конфиденциальный характер передаваемой информации.

К Конфиденциальной информации не относятся сведения, которые в соответствии с законодательством Российской Федерации не могут составлять профессиональную, служебную или коммерческую тайну, а также:

* общеизвестные сведения;
* информация, которая уже находится или оказывается в публичном доступе не по вине Принимающей Стороны и/или ее Аффилированных лиц;
* информация, в отношении которой Принимающая Сторона и/или ее Аффилированные лица могут доказать, что информация была им известна до раскрытия Передающей Стороной и/или ее Уполномоченными Лицами;
* информация, которая была раскрыта Принимающей Стороне и/или ее Аффилированным лицам третьим лицом не в нарушение обязательства конфиденциальности, данного прямо или косвенно Передающей Стороне.

1.7. **«Разглашение информации»** - действие или бездействие Принимающей Стороны, в результате которых Информация или Конфиденциальная информация, в любой возможной форме (устной, письменной, иной форме, в том числе с использованием технических средств) становится известной Третьим лицам без согласия Передающей Стороны либо вопреки настоящему Соглашению.

1.8. **«Третьи лица»** - юридические и физические лица отличные от Сторон и/или их Аффилированных лиц, а также не состоящие со Сторонами и/или их Аффилированными лицами в трудовых отношениях.

**2. ПРЕДМЕТ СОГЛАШЕНИЯ**

2.1. Предметом настоящего Соглашения является принятие Сторонами взаимных обязательств по обеспечению конфиденциальности, безопасности персональных данных при их обработке, и неразглашению информации:

(а) о настоящем Соглашении, его условиях, а также Конфиденциальной информации, получаемой Сторонами в рамках взаимодействия по настоящему Соглашению с целью продолжения возможного сотрудничества между Сторонами, связанного с оказанием услуг по производству анимационных рекламных роликов для продвижения продуктов «Азиатско-Тихоокеанский Банк» (АО);

(б) о договорах и их условиях, которые могут быть заключены Сторонами в связи с оказанием услуг по производству анимационных рекламных роликов для продвижения продуктов «Азиатско-Тихоокеанский Банк» (АО), о ранее заключенных или планируемых к заключению договорах/соглашениях и их условиях по иным предметам закупок, а также Конфиденциальной информации, полученной Сторонами в рамках, указанных в настоящем подпункте договоров/соглашений.

2.2. Условия настоящего Соглашения не распространяются на случаи, когда Информация, переданная Передающей Стороной Принимающей Стороне, является общедоступной и может быть без ограничений получена из открытых источников, а также на случаи, когда информация не относится к Конфиденциальной в соответствии с п. 1.6 настоящего Соглашения

**3. ПОРЯДОК ВЗАИМОДЕЙСТВИЯ СТОРОН**

3.1. Передача Информации осуществляется на бумажном либо электронном носителе, а также любым иным, согласованным Сторонами способом передачи Информации, позволяющим обеспечить Конфиденциальность передаваемой информации.

3.2. Передача Конфиденциальной информации должна обязательно сопровождаться:

- в случае передачи информации на бумажных носителях - оформлением Сторонами актов приема-передачи документов;

- в случае передачи информации в электронном виде на физических носителях (флеш-накопителях, дисках и пр.; к такому способу передачи не может относиться передача информации в сети Интернет) - использованием шифрования и архивирования средствами программы WinRAR/иными средствами, позволяющими защитить информацию от несанкционированного доступа к ней третьих лиц и оформлением Сторонами актов приема-передачи электронных носителей.

- в случае передачи информации по электронным каналам связи – использованием сертифицированных криптографических средств защиты информации.

3.3. Принимающая Сторона по своему усмотрению и с учетом разумной необходимости вправе передавать полученную от Передающей Стороны информацию своим Аффилированным лицам, а также работникам Принимающей Стороны, которым такая информация необходима для исполнения трудовых обязанностей в рамках сотрудничества между Сторонами. При этом ответственность за действия (бездействия) третьих лиц возлагается на Сторону, принявшую Конфиденциальную информацию от Передающей Стороны.

3.4. Для передачи и приема Конфиденциальной информации по электронным каналам связи Стороны используют сертифицированные криптографические средства (КриптоПро CSP 4.0 и выше), признанные обеими Сторонами и достаточными для обеспечения конфиденциальности и целостности передаваемых данных, а также однозначно идентифицирующих Передающую Сторону.

Электронная подпись под документом, вырабатываемая обозначенным выше криптографическим средством, однозначно определяет отправителя и является достаточным критерием для признания электронного документа эквивалентным юридическому документу на бумажном носителе.

3.5. Информационное взаимодействие Сторон по обмену Конфиденциальной информацией осуществляется по электронным каналам связи:

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_- со стороны «Азиатско-Тихоокеанский Банк» (АО);

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ - со стороны\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.

**4. ПРАВА И ОБЯЗАННОСТИ СТОРОН**

4.1. При передаче Конфиденциальной информации Передающая Сторона обязана указать Принимающей Стороне на Конфиденциальность передаваемой информации. Такое указание обеспечивается путем указания о таком характере в содержимом документа, в сопроводительной документации, в содержимом электронного письма, содержащего Конфиденциальную информацию (в том числе электронном документе, содержащем Конфиденциальную информацию), на/в носителе Конфиденциальной информации.

4.2. Принимающая Сторона не вправе без письменного разрешения Передающей Стороны разглашать или иным образом раскрывать полученную Конфиденциальную информацию Третьим лицам, за исключением запросов уполномоченных лиц, органов государственной власти, направляемых в рамках действующего законодательства Российской Федерации, а также ее разглашения (раскрытия) своим адвокатам и (или) иным представителям, в т.ч. для последующей передачи в суд, при наличии правового спора между Сторонами.

4.3. В случаях, предусмотренных п.4.2. настоящего Соглашения, Принимающая Сторона обязана предварительно, до раскрытия Конфиденциальной информации, уведомить Передающую Сторону о наступлении соответствующего события, с которым связана необходимость раскрытия Конфиденциальной информации, а также об условиях и сроках раскрытия Конфиденциальной информации, а при невозможности направления предварительного уведомления - незамедлительно после раскрытия, при условии, что направление такого уведомления не нарушает законодательства и (или) нормативных актов, регулирующих деятельность и действия Сторон и (или) лица, запрашивающего данную информацию. Принимающая Сторона обязуется обеспечить раскрытие только той части Конфиденциальной информации, раскрытие которой необходимо в силу применения положений действующего законодательства Российской Федерации.

4.4. Принимающая Сторона обязана:

- обеспечить выполнение правовых, организационных и технических мероприятий, направленных на обеспечение Конфиденциальности информации, полученной от Передающей Стороны, в целях защиты от неправомерного или случайного доступа к ней, уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также иных неправомерных действий в отношении полученной информации;

- обеспечить со своей стороны, со стороны своих Аффилированных лиц, а также со стороны своих работников, имеющих доступ к полученной от Передающей Стороны информации, использование данной информации исключительно в целях, предусмотренных настоящим Соглашением, либо в целях, предусмотренных иными заключенными между Сторонами договорами и/или соглашениями, предусматривающими предоставление Информации;

- указать, при передаче Аффилированным лицам и работникам на Конфиденциальность информации, полученной от Передающей Стороны, и обязанность обеспечить соответствующий режим защиты Информации от несанкционированного доступа со стороны Третьих лиц;

- обеспечить контроль за применяемыми мерами по обеспечению безопасности полученной от Передающей Стороны информации и уровня защищенности информационных систем, в которых осуществляется ее обработка.

Принимающая Сторона несет ответственность за действия (бездействие) своих работников и иных лиц, получивших доступ к Конфиденциальной информации, повлекшие Разглашение Конфиденциальной информации.

4.5. Стороны обязуются:

- не передавать друг другу документы с Информацией через третьих лиц, за исключением специализированных организаций, которыми оказываются услуги по приему и доставке Информации на основании отдельных договоров;

- незамедлительно сообщать друг другу о допущенных, либо ставших известными фактах разглашения или угрозы разглашения Информации, ее незаконном получении или незаконном использовании третьими лицами, о фактах передачи этой Информации органам государственной власти, в случаях, предусмотренных действующим законодательством.

 - не разглашать факт существования Соглашения без предварительного согласия другой Стороны либо в случаях, когда это необходимо в соответствии с требованиями действующего законодательства РФ.

4.6. В целях соблюдения требований в отношении порядка обработки персональных данных физических лиц, установленных Федеральным законом от 27 июля 2006 года № 152-ФЗ «О персональных данных» (далее – Федеральный закон № 152-ФЗ), Стороны пришли к соглашению определить следующий порядок обработки персональных данных физических лиц (в том числе Клиентов) Передающей Стороны (далее – ФЛ), ставших известными Принимающей Стороне в ходе выполнения пункта 2.1 настоящего Соглашения:

4.6.1. Принимающая Сторона в рамках выполнения пункта 2.1 настоящего Соглашения осуществляют действия (операции) или совокупность действий (операций) по обработке Персональных данных ФЛ (с использованием средств автоматизации или без использования таких средств, с передачей по сети Интернет или без такой передачи): сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, обезличивание, блокирование, удаление, уничтожение Персональных данных ФЛ.

4.6.2. В рамках настоящего Соглашения Стороны договорились понимать под термином «персональные данные ФЛ» любую из следующей информации: фамилия, имя и (если иное не вытекает из закона или национального обычая) отчество ФЛ; реквизиты документа, удостоверяющего личность ФЛ; абонентский номер телефона, выделенный ФЛ оператором подвижной радиотелефонной связи; любую иную информацию, относящуюся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных), в том числе являющемуся Клиентом Передающей Стороны, а также биометрические персональные данные как они определены Федеральным законом № 152-ФЗ «О персональных данных».

4.6.3. Целью обработки персональных данных ФЛ во всех случаях является выполнение пункта 2.1 настоящего Соглашения, т.е. обработка персональных данных ФЛ осуществляется только в той мере(объеме), в которой(ом) это разумно необходимо для данного пункта.

4.6.4. Принимающая Сторона обязуется соблюдать принципы и правила обработки персональных данных, предусмотренные Федеральным законом № 152-ФЗ, соблюдать конфиденциальность персональных данных ФЛ, принимать в соответствии со ст. 18.1 Федерального закона № 152-ФЗ меры, необходимые и достаточные для обеспечения выполнения обязанностей, предусмотренных данным законом, по запросу Передающей Стороны предоставлять документы и информацию, подтверждающие принятие мер и соблюдение требований, установленных настоящим пунктом, обеспечивать безопасность таких данных в соответствии с требованиями, установленными в Федеральном законе № 152-ФЗ, по запросу Передающей Стороны предоставлять документы и иную информацию, подтверждающие принятие мер и соблюдение требований, установленных в соответствии с настоящей статьей, обязуется обеспечивать безопасность персональных данных при их обработке, в случае сбора персональных данных, в том числе посредством сети «Интернет» по поручению Передающей Стороны обеспечивать запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение персональных данных граждан Российской Федерации с использованием баз данных, находящихся на территории Российской Федерации, по запросу Передающей Стороны. Принимающая Сторона обязана соблюдать требования к защите обрабатываемых персональных данных в соответствии со статьями 18.1, 19 Федерального закона № 152-ФЗ, в частности:

- принимать необходимые правовые, организационные и технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных;

- определять угрозы безопасности персональных данных при их обработке в информационных системах персональных данных;

- применять организационные и технические меры по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;

- применять для уничтожения персональных данных прошедшие в установленном порядке процедуру оценки соответствия средств защиты информации, в составе которых реализована функция уничтожения информации;

- проводить оценку эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

- вести учет машинных носителей персональных данных;

- обеспечить обнаружение фактов несанкционированного доступа к персональным данным и принятием мер, в том числе мер по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них;

- обеспечить восстановление персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

- установить правила доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечить регистрацию и учет всех действий, совершаемых с персональными данными в информационной системе персональных данных;

- обеспечить контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных;

- в случае установления факта неправомерной или случайной передачи (предоставления, доступа) персональных данных, повлекшей нарушение прав субъектов персональных данных, уведомлять Передающую Сторону в течение двадцати четырех часов – о произошедшем инциденте, о предполагаемых причинах, повлекших нарушение прав субъектов персональных данных, и предполагаемом вреде, нанесенном правам субъектов персональных данных, о принятых мерах по устранению последствий соответствующего инцидента; в течение семидесяти двух часов – о результатах внутреннего расследования выявленного инцидента, о лицах, действия которых стали причиной выявленного инцидента (при наличии).

4.6.5. Принимающая Сторона обязуется обрабатывать персональные данные ФЛ до окончания срока действия настоящего Соглашения и/или до наступления одного из следующих событий, в зависимости от того, что наступит ранее:

- получение от Передающей Стороны требования о необходимости прекращения обработки персональных данных ФЛ;

- достижение Принимающей Стороной цели обработки персональных данных ФЛ или утраты необходимости в достижении такой цели;

- прекращение действия настоящего Соглашения по любому основанию.

4.6.6. Принимающая Сторона обязуется обеспечить блокирование, уточнение или уничтожение персональных данных ФЛ на основании соответствующего запроса (указания) Передающей Стороны в сроки, установленные в таком указании.  Подтверждение уничтожения персональных данных осуществляется в соответствии с требованиями, установленными уполномоченным органом по защите прав субъектов персональных данных.

4.6.7. Принимающая Сторона обязуется немедленно прекратить обработку персональных данных ФЛ в рамках Соглашения и/или обеспечить прекращение их обработки (если обработка персональных данных осуществляется третьим лицом, действующим по поручению другой Стороны) при наступлении одного из событий, указанных в п. 4.6.5. настоящего Соглашения, в зависимости от того, что наступит ранее. При этом персональные данные ФЛ подлежат передаче другой Стороне с их последующим уничтожением в течение 30 (тридцати) календарных дней с даты наступления соответствующего события и/или получения соответствующего уведомления.

4.7. Передающая Сторона обязана обеспечить, чтобы от каждого из ФЛ, персональные данные которого обрабатываются, было надлежащим образом получено требующееся в соответствии с применимыми правовыми нормами согласие на обработку таких персональных данных ФЛ.

4.8. В случае привлечения третьего лица к исполнению Соглашения о конфиденциальности и неразглашении информации, Принимающая Сторона обязуется включить в договор с таким третьим лицом условия и требования по обработке персональных данных ФЛ, аналогичные условиям и требованиям, указанным в настоящем Соглашении, и обеспечить принятие и соблюдение третьими лицами надлежащих правовых, организационных и технических мер для защиты Персональных данных ФЛ.

4.9. Иные обязанности Сторон в связи с обработкой персональных данных ФЛ могут быть установлены дополнительными соглашениями Сторон к настоящему Соглашению.

**5. ФОРС-МАЖОР**

5.1. Стороны освобождаются от ответственности за неисполнение или ненадлежащее исполнение своих обязательств по настоящему Соглашению, если это неисполнение или ненадлежащее исполнение явилось следствием форс-мажорных обстоятельств, возникших после заключения настоящего Соглашения.

5.2. Форс-мажорными обстоятельствами признаются чрезвычайные и непредотвратимые при данных условиях обстоятельства, включая военные действия, массовые беспорядки, стихийные бедствия, забастовки, пожары, взрывы и иные катастрофы. Под форс-мажорными обстоятельствами понимаются также и действия (бездействие) государственных и/или муниципальных органов, повлекшие за собой невозможность для соответствующей Стороны надлежащего исполнения настоящего Соглашения.

5.3. В случае возникновения форс-мажорных обстоятельств, срок исполнения Сторонами своих обязательств по настоящему Соглашению переносится на тот же период времени, в течение которого действуют форс-мажорные обстоятельства.

5.4. Сторона, для которой создалась невозможность надлежащего исполнения своих обязательств по настоящему Соглашению в связи с действием форс-мажорных обстоятельств, должна в течение трех дней известить в письменной форме другую Сторону о наступлении таких обстоятельств, предполагаемом сроке их действия и прекращении, а также, в течение семи рабочих дней со дня указанного извещения представить другой Стороне доказательства обращения в компетентную организацию за подтверждением факта наличия и продолжительности действия форс-мажорных обстоятельств.

5.5. В случае непредоставления одной Стороной другой Стороне указанных в п. 5.4 доказательств, соответствующая Сторона не вправе ссылаться на форс-мажорные обстоятельства в качестве основания неисполнения или ненадлежащего исполнения своих обязательств по настоящему Соглашению.

5.6. Неизвещение или несвоевременное извещение о наступлении форс- мажорных обстоятельств влечет за собой утрату права ссылаться на эти обстоятельства.

**6. ОТВЕТСТВЕННОСТЬ СТОРОН**

6.1. Стороны несут ответственность за несоблюдение условий Соглашения, а также за разглашение или незаконное использование Информации в соответствии с действующим законодательством.

6.2. Сторона, не исполнившая или ненадлежащим образом исполнившая свои обязательства по настоящему Соглашению, обязана в полном объеме возместить другой Стороне причиненные такими действиями (бездействием) убытки.

**7. ИНЫЕ УСЛОВИЯ**

 7.1. Настоящие Соглашение вступает в силу с даты его подписания, указанной в правом верхнем углу на первой его странице, уполномоченными на то представителями обеих Сторон, а в случае подписания настоящего Соглашения в электронном виде - с даты его подписания электронной подписью последней из Сторон, подтвержденной проставленной меткой времени, и действует до полного надлежащего исполнения Сторонами своих обязательств.

Окончание срока действия/прекращение/расторжение Соглашения не освобождает Стороны от ответственности за нарушение условий Соглашения, допущенных в период срока его действия.

Соглашение может быть расторгнуто по соглашению Сторон.

Каждая из Сторон вправе в одностороннем порядке отказаться от исполнения настоящего Соглашения, предупредив об этом другую Сторону не менее чем за 30 (Тридцать) дней.

До истечения срока предупреждения Стороны обязаны вернуть друг другу полученную Конфиденциальную информацию либо с письменного разрешения Стороны, раскрывшей Конфиденциальную информацию, уничтожить все документы и их копии, либо иные носители Конфиденциальной информации, за исключением случаев, когда уничтожение документов (копий), содержащих Конфиденциальную информацию, не может быть произведено в соответствии с действующим законодательством Российской Федерации и/или нормативными актами, регулирующими деятельность Сторон.

По истечении срока предупреждения настоящее Соглашение считается расторгнутым.

7.2. Обязательства по неразглашению Конфиденциальной информации сохраняются в период действия настоящего Соглашения, а также в течение 5 (пяти) лет с момента выполнения условий по настоящему Соглашению, либо его расторжения, если иное не будет согласовано Сторонами.

7.3. Соглашение может быть изменено или дополнено только путем составления и подписания Сторонами дополнительных соглашений, которые после подписания становятся неотъемлемыми частями настоящего Соглашения.

7.4. Во избежание сомнений в случае если в Договоре, заключенном Сторонами в электронной форме указана дата подписания в разделе Договора «Реквизиты и подписи Сторон» (и/или в правом верхнем углу на первой его странице), и такая дата не совпадает с проставленной автоматически датой подписания Договора электронной подписью (автоматическая метка времени системы электронного документооборота), то датой подписания считается дата подписания Договора электронной подписью, проставленная автоматически системой электронного документооборота.

7.5. Настоящим Стороны установили, что письменная форма сделки считается соблюденной Сторонами, и Соглашение считается подписанным, а также все приложения и дополнения к Соглашению, иные сопутствующие ему документы, если они будут представлены в электронном виде и заверены усиленной квалифицированной электронной подписью представителя Стороны Соглашения в соответствии с требованиями Федерального закона от 06.04.2011 № 63-ФЗ «Об электронной подписи».

7.6. Стороны признают, что электронные документы, подписанные усиленной квалифицированной электронной подписью полномочными представителями Сторон, равнозначны документам на бумажных носителях, подписанным собственноручной подписью каждой из Сторон. Такие документы признаются Сторонами и могут быть использованы в качестве доказательства при разрешении споров в суде.

7.7. Настоящее Соглашение составлено на русском языке, регулируется и толкуется в соответствии с законодательством Российской Федерации.

7.8. Все вопросы, разногласия или требования, возникающие из настоящего Соглашения или в связи с ним, подлежат урегулированию Сторонами путем переговоров. При отсутствии согласия спор между Сторонами подлежит рассмотрению в Арбитражном суде г. Москвы.

7.9. Ни одна из Сторон не вправе уступать свои права и обязанности по настоящему Соглашению третьим лицам без письменного согласия на то другой Стороны, за исключением случаев передачи прав в результате правопреемства в результате реорганизации одной из Сторон как юридического лица.

7.10. Настоящее Соглашение составлено и подписано в двух идентичных экземплярах, имеющих одинаковую юридическую силу, по одному экземпляру для каждой Стороны.

**8. АДРЕСА И ПОДПИСИ СТОРОН**

|  |  |  |
| --- | --- | --- |
| **Сторона 1:** «Азиатско-Тихоокеанский Банк» (АО)Адрес места нахождения: 675004, Амурская область, г. Благовещенск, ул. Амурская, 225Фактический и почтовый адрес: 675004, Амурская область, г. Благовещенск, ул. Амурская, 225Телефон: 8 (4162)220-402, 220-406Факс: 8 (4162)220-406E-mail: atb@atb.suWeb-сайт: www.atb.suИНН: 2801023444КПП: 280101001/997950001ОГРН: 1022800000079БИК: 041012765К/С: 30101810300000000765 в Отделении Благовещенск\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ / \_\_\_\_\_\_\_\_\_\_/М.П. | **Сторона 2:**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ / \_\_\_\_\_\_\_\_\_\_/М.П. |  |